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1	Decision/action requested
For approval
2	References
[1]	3GPP TR 28.819 V0.4.0 Study on continuous integration continuous delivery support for 3GPP NFs
3	Rationale
This contribution describes how a new analysis function may be used to monitor the health of a network function and to detect possible implementation problems.
4	Detailed proposal
[bookmark: _Toc49757787]This contribution proposes to make the following changes in [1].

	1st change



6.10      Network function health analysis
6.10.1    Description
During normal operation, analysis of performance data and alarms may indicate implementation problems in particular network functions. If the analysis results show a problem with a particular NF, the network operator can send the improvement suggestions, problem description and relevant environment data to the NF supplier.
This same type of analysis may also be useful during operational testing of a new or updated NF.
6.10.2    Potential Requirements
REQ-CICD_NFH-FUN-1: The 3GPP Management system should have the ability to analyse management data to detect implementation problems related to network functions.
6.10.3 Possible Solutions 
6.10.3.1 Alternate 1
It is proposed to define a new MDAS capability to perform analysis on the health of the managed network. The new MDAS capability would analyze performance data and alarms and report on possible problems.
There are many possible causes of network problems, and these include implementation problems related to individual network functions. Other types of problems are outside the scope of this study. Possible NF-related problems may for example typically be found with a performance indicator of the NF that is significantly different to NFs in a similar setting. The problems that may be reported include:
· Unexpected UE behaviour
· Unexpected traffic loss or unexpected traffic rejection
· Unexpected NF load
· Inefficient use of infrastructure resources
· Unnecessary use of resources (resource leaks)
· Slow response to scaling requests or rejected scaling requests
· Any unexpected or exceptional performance indicator
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